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Abstract: Based on the current advancements in computing and Communication technologies in the coming 

future, a pervasive computing Environment can be predicted. The mobile communications of the next 

generation will consist of both prominent Infrastructures Wireless Networks and Infrastructure less Mobile Ad 

hoc Networks known as MANET’s. The particular features of MANET get these technology huge opportunities 

together with rigorous dispute. This paper illustrates the essential issues of Ad hoc Networking by giving its 

associated Research background consisting of the ideas, features, condition, and applications of MANET. 
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 Introduction 

 

Most of the factors back the ad hoc networking keeping in mind the business, technology. Mobile wireless data 

communication, which is advancing both in terms of technology and usage/penetration, is a driving force, thanks to the 

Internet and the success of second-generation cellular systems. As we look to the horizon, we can finally glimpse a 

view of truly ubiquitous computing and communication. In the near future, the role and capabilities of short-range data 

transaction are expected to grow, serving as a complement to traditional large-scale communication: most man machine 

communication as well as oral communication between human beings occurs at distances of less than 10 meters; also, 

as a result of this communication, the two communicating parties often have a need to exchange data. As an enabling 

factor, license-exempted frequency bands invite the use of developing radio technologies (such as Bluetooth) that admit 

effortless and inexpensive deployment of wireless communication. A wireless ad hoc network is a decentralized type 

of wireless network.  

 

The network is ad hoc because it does not rely on a pre-existing infrastructure, such as routers in wired networks or 

access points in managed (infrastructure) wireless networks. An Ad-hoc Network is a self-forming, self-configuring 

network, which allots some communications, even an access point. Instead, each node participates in routing by 

forwarding data for other nodes, so the determination of which nodes forward data is made dynamically on the basis of 

network connectivity. In addition to the classic routing, ad hoc networks can use flooding for forwarding data. In such a 

network a node is capable to correspond with several additional nodes inside collection and as well by nodes out of 

instantaneous radio range.  

 

An additional significant class of multi hopes nodes networks is in general call Mesh Networks. In a Mesh Networks a 

few of the nodes are devoted to the advance of traffic s of the other nodes form a Nodes backhaul, which might be, 

measured by its “communications‟ [1]. The roots of ad hoc networking can be traced back as far as 1968, when work 

on the ALOHA network was initiated (the objective of this network was to connect educational facilities in Hawaii).  

Although fixed stations were employed, the ALOHA protocol lent itself to distributed channel access management and 

hence provided a basis for the subsequent development of distributed channel-access schemes that were suitable for ad 

hoc networking. The ALOHA protocol itself was a single-hop protocol that is, it did not inherently support routing. 

Instead every node had to be within reach of all other participating nodes. Inspired by the ALOHA network and the 

early development of fixed network packet switching,  

 

DARPA began work, in 1973, on the PR net (packet radio network)-a multi hop network. In this context, multi hopping 

means that nodes cooperated to relay traffic on behalf of one another to reach distant stations that would otherwise have 

been out of range. When developing IEEE 802.11-a standard for wireless local area networks (WLAN)-the Institute of 

Electrical and Electronic Engineering (IEEE) replaced the term packet-radio network with ad hoc network [2]. 

 

http://en.wikipedia.org/wiki/Wireless_network
http://en.wikipedia.org/wiki/Router_(computing)
http://en.wikipedia.org/wiki/Wireless_access_point
http://en.wikipedia.org/wiki/Node_(computer_science)
http://en.wikipedia.org/wiki/Routing
http://en.wikipedia.org/wiki/Flooding_(computer_networking)


International Journal of Enhanced Research in Science Technology & Engineering, ISSN: 2319-7463 
Vol. 3 Issue 3, March-2014, pp: (194-197), Impact Factor: 1.252, Available online at: www.erpublications.com 

 

Page | 195 

 

      MANET - MOBILE AD HOC NETWORKS 

A. MANET Concept 

 

A Mobile Ad-hoc Network is a collection of wireless nodes that can dynamically be set up anyplace and anytime 

without using any pre-existing network infrastructure. It is an independent system in which mobile hosts linked by 

wireless links are open to move randomly and often act as routers at the same time. The traffic kinds in Ad-hoc 

networks are relatively dissimilar from those in an infrastructure wireless network [3], which consisting of: 

 

The traffic kinds in Ad-hoc networks are relatively dissimilar from those in an infrastructure wireless network, which 

consisting of: 

 

(1)  Peer-to-Peer: Communication between two nodes, which are within one hop. Network traffic (Bps) is usually 

steady. 

 

(2)  Remote-to-Remote: Communication between two nodes outside a single hop but which sustain a stable route 

between them. This might be the effect of numerous nodes staying within communication range of each other in a 

single area or probably affecting as a grouping. The traffic is identical to standard network traffic. 

 

(3) Dynamic Traffic: This happens when nodes are dynamic and moving around. Routes have to be restructured. This 

effect in a meager connectivity and network action in little bursts. 

 

B. MANET Features 

 

(1) Autonomous Terminal: In this each mobile network is autonomous which means that every system can act as a host 

or the router. 

 

(2) Distributed operation: As there is no background network for the central control of the network operations, the 

control and management of the network is distributed amongst the terminals. 

 

(3) Multihop Routing: Fundamental type of Ad-hoc routing algorithms can be single-hop and Multihop, based on 

different link layer characteristics and routing protocols. Single-hop MANET is easier than Multihop in terms of 

organization and execution, with the cost of lesser function and applicability. 

 

C. MANET Applications 

 

Its usual applications include: 

 

(1) Military Battleground: Military equipment now regularly contains some sort of computer equipment. Ad-hoc 

networking would permit the military to take benefit of commonplace network technology to sustain an information 

network between the soldiers, vehicles, and military information headquarters. The fundamental methods of Ad-hoc 

network came from this field. 

 

(2) Commercial Sector: Ad-hoc can be used in emergency operations for catastrophe aid efforts, for example in fire, 

flood, or earthquake. Emergency operations have to get place where non-existing or disturbed communications 

infrastructure and fast employment of a communication network is needed. Information is depend from one rescue team 

element to another over a small handheld. Other commercial situations consist of for example ship-to-ship Ad-hoc 

mobile communication, law enforcement etc. 

 

(3) Local Level: Ad-hoc networks can autonomously link an immediate and short-term multimedia network using 

notebook computers or palmtop computers to extend and allocate information amongst participants at a for example 

conference or classroom. Another suitable local level application might be in home networks where instruments can 

communicate straightforwardly to exact information. Identically in other civilian environments like taxicab, boat and 

small aircraft, mobile Ad-hoc communications will have many applications. 

 

(4) Personal Area Network (PAN): Short-range MANET can shorten the intercommunication between varieties of 

mobile instruments (such as a PDA, a laptop, and a cellular phone). Tedious wired cables are substituted with wireless 

connections. Such an Ad-hoc network can also expand the access to the Internet or other networks by mechanisms for 

example wireless LAN (WLAN), GPRS, and UMTS. The PAN is simply a capable application field of MANET in the 

future pervasive computing context [4]. 
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CHARACTERISTICS AND REQUIREMENTS 

 

 In contrast to traditional wireline or wireless networks, an ad hoc network could be expected to operate in a network 

environment in which some or all the nodes are mobile. In this dynamic environment, the network functions must run 

in a distributed fashion, since nodes might suddenly disappear from, or show up in, the network. In general, however, 

the same basic user requirements for connectivity and traffic delivery that apply to traditional networks will apply to ad 

hoc networks. Below, we discuss some typical operational characteristics and how they affect the requirements for 

related networking functions. To limit the scope of the discussion, we will examine the case of a PAN oriented ad hoc 

network that involves a mix of notebook computers, cellular phones, and PDAs [5]. 

 

(a) Distributed operation: a node in an ad hoc network cannot rely on a network in the background to support security 

and routing functions. Instead these functions must be designed so that they can operate efficiently under distributed 

conditions. 

 

(b) Dynamic network topology: in general, the nodes will be mobile, which sooner or later will result in a varying 

network topology. Nonetheless, connectivity the network should be maintained to allow applications and services to 

operate undisrupted. 

 

(c) Fluctuating link capacity: the effects of high bit-error rates might be more profound in a multihop ad hoc network, 

since the aggregate of all link errors is what affects a multihop path. 

 

(d)  Low-power devices: in many cases, the network nodes will be battery-driven, which will make the power budget 

tight for all the power-consuming components in a device. This will affect, for instance, CPU processing, memory 

size/usage, signal processing, and transceiver output/input power. 

 

Given the operating conditions listed above, what can the user expect from an ad hoc PAN network? The support of 

multimedia services will most likely be required within and throughout the ad hoc PAN. As an example, the following 

four quality-of-service (QoS) classes would facilitate the use of multimedia applications including: 

 

1. Conversational (voice); 

2. Streaming (video/audio); 

3. Interactive (Web); and 

4. Background (FTP, etc.). 

 

                                                                         RESEARCH PROBLEMS AND SUGGESTIONS  

 

This part analysis main research problems pertaining to MANET network layer routing strategies, consisting of four 

chosen main issues in MANET: X-cast routing, security & reliability, QoS, and networking with outside IP networks. 

 

A. X cast routing   

As in the infrastructure wireless networks, all kinds of X-cast communication methods should be sustained in an Ad-

hoc mobile environment. These consist of unicast, anycast, multicast, and broadcast. MANET also gets fresh X-cast 

modes into communications, for example geocast and content-based[7]. In particular, multicast is desirable to sustain 

multiparty wireless communications[8]. As the multicast tree is no longer Static (i.e., its topology is subject to vary 

over time), the multicast routing protocol has to be capable to cope with mobility, consisting of multicast membership 

dynamics (e.g., leave and join).  

 

B. QoS Maintaining Model  

 

Just like in wired networks, QoS protocols can be used to prioritize data within Ad-hoc networks in order to reserve 

better links for high data rate applications while still sustaining sufficient bandwidth for lower bit rate communication. 

The sustainability of multimedia services will very likely be needed within and all the way through the MANET, for 

which different QoS classes (for example voice, video, audio, web, and data stream) are needed to assist the use of 

multimedia applications.  

In such altering environment between dynamic nodes, hidden terminals, and fluctuating link distinctiveness, sustaining 

end-to-end QoS at different levels will be a huge dispute that needs in-depth examination [9]. An adaptive QoS have to 

be executed more than the conventional plain resource reservation to sustain the multimedia services. Particular 

importance be supposed to be place on achieve a fresh QoS model for MANET s by appealing into explanation the Ad-

hoc features of the mark networks: dynamic node job, data flow granularity, traffic outline, etc.  
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C.   Security, Reliability and Availability Schemes  

 

Security, reliability, and availability are three critical feature of MANET, particularly in security-sensitive applications. 

As Ad-hoc depends on wireless communication medium, it is significant to employ a security protocol to defend the 

confidentiality of transmissions. The needs concerning secrecy, uprightness, and availability are the same as for any 

other open communication networks. On the other hand, the execution methods of main management, verification, and 

permission are fairly different because there is no assist of trusted third-party documentation superiority to make trusted 

relations by exchanging private/public keys [10]. Different types of intimidation and hits in opposition to routing in 

MANET are supposed to be examined leading to the need of Ad-hoc routing security, and highly developed 

explanations are needed for the protected routing of MANET [11].  

 

D. Internetworking Mechanisms  

 

To integrate the two mobility management methods in the area of both conventional infrastructure wireless networks 

and the fresh mobile Ad-hoc networks is a significant issue. The mobility form of an Ad-hoc network is relatively 

different from that of infrastructure networks. In infrastructure networks only the nodes (terminals) at the extremely 

edges (the last hop) of permanent networks are affecting, while an Ad-hoc network can be totally mobile, as a device 

can provide both as router and host at the similar time. As a result, in an Ad-hoc network mobility is hold 

straightforwardly by the routing algorithm.  
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Conclusion/Results 

 

However, by proceeding from familiar wireless network architectures, i have allowed the level of independent 

operation of the network nodes to define the notion of ad hoc networking. Typically, these networks operate with 

distributed functions and allow traffic to pass over multiple radio hops between source and destination the inherent 

unpredictability in a network whose nodes moveposes a challenge to routing and mobility functions if they are to 

deliver data consistently between the network nodes. Nonetheless, multi hop radio systems also make it possible to save 

battery capacity while retaining, or even improving, performance. In any case, the most attractive property of an ad hoc 

networking model is perhaps its independence from centralized control and, thus, the increased freedom and flexibility 

it gives the user. Due to its inherent flexibility, ad hoc networking is easy to deploy and would fit nicely into, say, an 

office setting, where users could set up ad hoc networking groups using fewer LAN access points and potentially less 

transmitting power. However, the products that apply the concepts of ad hoc networking will most likely see its light in 

the short, personal area range. These products will mainly focus on facilitating communication between user’s personal 

devices-either for local traffic or as gateways to the Internet. The ad hoc network functionality will also enable the 

interconnection of different user’s devices for instance, to facilitate larger ad hoc working groups. The intrinsic ability 

to create generic, small-scale, ad hoc networks in portable devices represents an entirely new area for future ad hoc-

based applications. 
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